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All Ship Owners/Shipping Agents/Container Operators/
Importers/Exporters/Custom Brokers and other Port Users.

The President,
The Shipping Corporation of India

The President
Maritime Association of Nationwide Shipping Agencies — India (MANSA)

The President
Brihanmumbai Custom Brokers Association (BCBA)

The President
All India Liquid Bulk Importers Exporters Association

The President
Indian Merchants’ Chamber

The President
Mumbai Chamber of Commerce & Industry

The President
Indian Barge Owners’ Association

The Secretary,
Iron & Steel Scrap and Ship Breakers Association

Indian Ship Breakers Association

Darukhana Sand Merchants Association.

Sub.: Indian Cyber Crime Coordination Centre (14C)

Sirs,

With the increased use of cyber space, the number of cyber crimes is also
increasing. As per the Seventh Schedule to the Constitution of India, "Police” and
"Public Order" are State Subjects and the States/UTs are competent to deal with cyber
crimes. However, the Central Government provides assistance to the State Govt.
through various advisories and schemes.

2. Ministry of Home affairs implemented the "Indian Cyber Crime Coordination
Center (14C)" scheme with the objective of providing an effective mechanism to deal
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with cyber crime in a coordinated and comprehensive manner. Under this, "National
Cyber Crime Reporting Portal" www.cybercrime.gov.in has been launched, for
reporting all types of cyber crimes, especially cybercrimes against women and children.
The incidents reported in the portal are automatically forwarded online to the State/UT
concerned. So far, more than 7.6 crore people have visited the portal and more than
8.5 lakh cyber crime incidents and 16,573 FIRs have been registered.

3. The Ministry of Home Affairs has operationalized the "Citizen Financial Cyber
Fraud Online Reporting and Management System (CFCFRMS)" for quick reporting of
online financial frauds and the States/ UTS/ Banks/ Intermediaries have been
connected to it. So far, more than Rs. 51 crore has been saved. In order to register
complaints in this system, a National Toll-Free Helpline Number 1930' has been made
operational. The Central Government has taken several steps to spread awareness on
the prevention of cyber crime which are attached as an Annexure.

4. Kindly make your members aware of the steps taken by the Ministry to deal with
Cyber Crime reporting portal, the national Helpline No. 1930. They may be encouraged
to follow the presence of 14C on social media, i.e. Twitter handle (@Cyberdost),
Facebook (/CyberDostl4C), Instagram (cyberdostl4C), Telegram (cyberdosti4c) and
contribute to dissemination of cyber security tips. It is also requested to provide your
valuable inputs and feedback in organizing the “Cyber Jagrookta Diwas” for sensitizing
your members.

9. You are requested to give wide publicity amongst your members.
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( R.N. Shaikh)
Traffic Manager



